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Today’s speakers &
Ben Carmel & Contact information:
Global Head of, BUsmess Development Email: benjamin.carmel@iqvia.com

IQVIA Commg?cnal Compliance

A
Ben Carmel is &QVIA Commercial Compliance’s subject matter expert for global transparency and HCP engagemen@echnology
solutions. Bgéed in Boston Massachusetts, Ben oversees the go-to market team for IQVIA's Commercial Compli e group and has
spent ovgﬁ’ourteen years advising life sciences companies how to leverage consulting and technology solutl%@ o streamline business
proce%g%nd improve compliance.
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Con\t:act Information:

C h ris van B ron Ckh orst EI@%II chris.vanbronckhorst@iqvia.com

Head of GTM, Europe & Asia o
IQVIA Commercial Compliance &

N

Based out of Amsterdam, Chris van Bronckhorst leads IQVIA Commercial Cchf)Ilance s business in Europe and the Asia-Pacific
regions. Chris began his career as an IT systems developer. From this te%hﬁ’lcal base, he developed over the course of a 22-year career
as a manager and consultant in business strategy, program managemg@? business transformation, IT systems implementations and
organizational change. X
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Multiple compliance risk areas
To be managed in collaboration with H@P/Os and life science industry
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What are your specific comphance obligations?

You have to manage both industry codés and country-specific requirements

MedTech Europe &
* Phased out direct spong@rshlp for third-party events
« Transparency of edugétlonal grants
« Guidelines for mte@cﬂons with HCPs (e.g. FMV)
06‘
AdvaMed : NevﬁCode of Ethics
 New codegéectlons for marketing & education programs,
Commuﬁlcatlons and technical support in a clinical setting
. Guiddlines for interactions with HCPs (e.g. FMV)

Country Regulations
- Transparency Reporting Requirements - <
Portugal, France, Belgium S
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But challenges are broader
Compliance risk is only one element &00‘\
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No single, global view Insufficient compliance Multiple handover eo*‘ Inconsistent
of all engagementsa¥ith controls embedded points and manual work, ’sjsé’\keholder experience
HCPs and H@@s in the process leading to inefficiencies ,.\\00‘0 (for HCPs/ HCOs)
O
&‘(‘e@e Q@b\)
Cb© Q'Qp
S <

MedTech companies need a single, global, scalab&é@énd efficient view of the
customer, with integrated data sources and stga‘fegic analytics, delivering a
streamlined, end-to-end solution, with/\\@ehelt-in compliance controls.
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What new needs have arisen in
your organization from
expanding compliance
requirements?
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Balancing business demands & compliance obligations:
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Companies are Lpbkmg for
efficiency to d@ploy resources
to value- ag@‘ed activities
6&
»\\‘9

@btalnlng insight from the
’\"’data collected to enable
strategic decision making

Faster decision making
and turnaround times

Global solutions, integrated
O
with existing platforms &F
.QQ*

&
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Cost-effectwe solutions,

conﬂguraﬁe and low on support
@Q

\\‘\ Improved customer
relationships with prescribers
through digital engagement
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Key elements for commerc f compliance within MedTech
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,Q@Q Ensure rates paid to HCP/QES
6@@& reflect Fair Market VaIu% o
Collect, aggregate & & &
report on HCP/O \\<© , \‘ O&‘Q
/ (7
payments or tl;%g@.fers of TS T / &
value S Reporting Engagement 0\0
&5\ Management Sct?eamllne business processes
o for HCP/O engagements with
\q© g embedded compliance and
> Consent business process controls
Streamline business process for Management =~
ensure simple, accessible ability y\\‘
for HCPs to provide and revoke &
consent
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Fair Market Value &
&
Key elements of a successful methodgfogy
‘(‘
C,;Q'O
Flexible Q@é"
Ability to pay higher fees for higher&fegrees of expertise ]

y to pay hig ahgeieo P = Flexible
Consistent @@60 a @)
Simple model that allow fg\(@éfficient application "J; E

?~ = m
<
Objective o L 91-
Specific & measurable criteria for determining tier = — -
@06 o é
Auditable <& O
Maintain ;vw‘ﬂitable records to support rate determination Aud rtable

N =|QOVIA




06

Three levers of a practical FMV initiative

Fair Market
Value
Compensation

P

Activity

Fees

\0

0\0

T

* FMV rates should ensure that the value of a physician’s time is
compensated fairly, without bias based on the value of the service.

« While FMV rates based on objective data are a key control ig the HCP
engagement process they need to be supported by robuQ@“?lerlng
models and consistent activity fee practice. (\@Q

- Compensation data used for FMV represents natlon&q averages.

o Industry does not routinely engage averigﬁ’ physicians.

* If you compensate based on tier, without a gfandard methodology it is

difficult to ensure consistency. @6"
&

- If you lack consistency, the control |sga%t working.

- Depending on your rate methodoLe"gy the overpayment could be 20% -
80% depending on country anq:\‘gpemalty

 FMV as a risk control is alsggtrengthened if companies pay similar
fees for similar act|V|t|es ghsed on standard service level expectations.
é@
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Engagement management
Improves “ease of doing business” WMe Strengthening internal compliance controls

¥V

Improve prg\? der / \ % Consl,}@tent efficient process which
experience andstpport 3 suports outsourced services
g S l/’ @Bﬁ
&"’ O
e} X
®®® oboo
&‘(‘ Qg?&
Ensure a consistent, S ol :
smpléﬁo use experience % L 4 Ccmp"ance (@? 3:8 Ensure compliance globally
@
Technology
« S |
Improve turnaround times ihil Access to global metrics
—— and analytics
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End-to-end management for tfie complete engagement lifecycle
&
Process automation in HCP/O consu@hﬁﬁ, sponsorships and transparency reporting readiness

. Event . . Payments,
F;jg"::ﬁl & 3 » > cCreationor » > » R‘;‘(’;;"gigfp 3» 3 3 Contracting > > > Activitiesand 5, 55 5 poconciliation,
geting Grants Request Logistics Reporting

O RS,
« Define business needs + Event creation withejﬁ?y + Selection of specific HCPs  * Standard templates with « Capture activity costs and in- &c‘é‘\ Centrally submit invoices
and objectives for logistic informatiga? — for defined services merge fields kind HCP/O expenses .o
contracting with HCP/Os location (§\°’ -4 . @+ Validate against pre-
& « CAP verification * Build full contract documents - Ensure HCP/O activitigs-are approved business needs
- Criteria for selectingand  * External réquest for _ with SOWSs and standard tied to valid contra%té
contracting with HCP/Os spons@rship funding * Validate proposed attachments © « Expense reimbursement
compensation according to + Capture work pfoduct and
- Detail types of activities . ,&fg-notification for established FMV guidelines Electronic workflow and service de'll&e\rables « Monitor status of payment
and services to be Qg%ducational grants to third _ signatures \f} o requests
performed o° party events * Review and (cross border) . CIose—@h activities
< approval workflow Qg;Q + Generated reports for
. Budget p|anning y\g© ° BUdget management . . 6' Country'level reporting
,19 + Electronic review of request 60
. Review for compliance * Review and (cross for completeness and o « MedTech EU report
with the Conference border) approval workflow compliance generation

Vetting System (CVS)

* Public disclosure support
for HCP/O grants




To what extent has your
organization successfully
operationalized the end-to-end
process for HCP/O engagement
and reporting?

If yes, how was this

-| accomplished?




Global HCP engagement manayement
Case Study

ROICS
AFTER @
O]

« Solved compliance QgL Ly
requirements

‘ « Single solution for

transfers of value

BEFORE

» Growing reporting
regulations

e Disconnected
systems

» High cost of * Increased IT

maintenance \ efficiencies
$
<«
. Regulatmnsc&hd codes regularly * Deployed a global interaction portal . A{l({@éomated compliance obligations
mtroducedsaor changed globally to manage transfers of value é@and reduced risk exposure globally
(1,
* No centralized or standardized » One portal provided single sign-on  &* Tracked, approved, and reported all
data systems in place access to various systems @*‘(’ HCP and HCO transfers of value
\
» Lack of a single tracking process * Improved data integrity with onge » Client now has a system that is:
for HCP engagement lifecycle source of validated master recgs?ds Efficient, scalable, global and
« High IT costs due to system - Distributed relevant dataoeé“’fnong provides access to data and
complexity and lack of manageability customer’s operational/\gg%tems analytics

©
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Advanced functionality: data a’nalytlcs

Using data to improve operational effICIQp‘?cy

\@
‘QO
Turn knowledge into actionable |nS|ghts S
c°§
QO
Reports & Metrics Alerts »
& &
&é &
Hul - ‘ Q —_—
— —— © & .
v o
& . . &
Visibility into prog%gm activity Turnaround times, provider Alerts to |mp§©ve the process: reminders to
success messurement ’ satisfaction, spend metrics, historical prowdegs% submit receipts, bottleneck
s measurement, most frequently used efborts compliance alerts, etc.

(utlllzatlon,g@eps, etc.) globally

; O
providers &

<&
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Advanced functionality: dat,a drlven decision making

Turn knowledge into actionable /nSIghéS

Remaining Budgg?

@
@ 1. How mucl,:&?undlng has been
requestg‘d versus approved?

?\
<<°‘§
&
Qo
N
,9© Success Measurement

3. How does funding look across
countries for a single
organization?

Program Overview D

68\0\
2. How is a departmengfunding across
different program, @\pes and

therapeutic areas?
O

<\§
N\
&\00

&
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Hg,sqt'orlcal Measurement

2

N‘“ 4 How does my funding look year-
\.J ?\\*\Q over-year?
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Do you believe that leveraging
compliance data for critical
business decisions Is possible?
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Evolving commercial comph‘ance technology
Clients are asking for a roadmap to /mﬁlementmg Al into the Engage platform

R\
&
LY, \)c;oo
O' & The Smart Meetings Vision
Remove the Guesswork in Leverage technology tgo?)lan better
Meetings & Events Planning events, which produgie more a deeply
Embedded engaged and mfogfhed community of
healthcare prote‘ssmnals leading to
Intelligence in tt‘%@ better treat@@nt of patients and a
HCP Llfecyd@ healthler§%C|ety

% O
Q é”éo
‘ : Produce High Make Data-Driven ﬁ\g{‘("&

Quality and Decisions and @Y\\
Reduce Overall Compliant Eliminate BlasD
Cycle Time Outcomes eg\o
/\“ﬁ
©
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Smart Meetings:

Attendee (=
\3

management -

Hartford, Simon R. MD
Clinical Psycology | St. Joseph's

: ‘O-
Hello Benjamin! an

Create meetings guickly to drive
maximum sales litt

Speakers Engages with Audience View Speaker

Q)

* Venue bas<d on past event success :
and ratings : ] eaking uamjcnuon cal Psychology | Pac Me

Ada recommends the best:

Hunte! rina F. MD "% View Speaker

» Speakers-based on past events and .
speakers strengths

« Attendees based on attendance history
(local and open payments) and
predicted lift from attendance
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Integrating privacy requwemgnts with overall compliance controls

Protection of personal data under GDE’R leads to operational complexity for companies

Vaw To meet GDPR requireé}fénts companies must re-think their operational and technical processes %nd policies;
‘ V-O Core challenge: Hovgbdo we make GDPR controls a core part of our compliance programs’><@

@o.?’ ,%Q*O
& S
? Above cong,é"nt management, companies must prove their ability to store and manage@%rsonal data
(coms) (mcludmgffhe right to be forgotten and thus the need to erase data) .(\s“
é\"’ &

f ,\ca%onsent is also needed for transfers of values transparency purposes in sg%e countries (HCPs consent for
- individual disclosure); At the same time is consent the lawful basis f@‘?‘ processing personal data?

\,9
0
\
?\

&ﬁ)\ GDPR also requires compliance professionals to be |nvolved4ﬁ re-thinking the scope of their work
and responsibilities
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GDPR necessitates organi.zqa‘ﬁonal change

S

&Q
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60(,;\\0‘*
=||= Istte data we hold
ojlo sgompliant?
@60
DATA . é:@
w&\
<<°‘§’
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¥
©
N
Are our processes
‘ efficient and reliable?
PROCESSES

v— Can we demonstrate

M
a 'O proof of con‘%é?\t?
Q@“\
COMPLIANCE &
O
\?JO\
(9)
.\(\$Q
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Do we have mechanisms
for continuous compliance
across our IT ecosystem?
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How has your organization
managed this change?



Key attributes of an optimizeanﬁd automated process are changing

<

Q&
Ef Direct HCP login through a speﬁﬁ‘ic, dedicated link

A

\\o

Ability to share HCP prQﬁT’e creating a simplified user experience—with key data managed in the

system, with HCP coggent <&
< &
QQ & .gé
| A e . . . &
Sales Rep or M%L ability to assist the HCP with the signing process 8
@‘Q o\Q’O
‘% Conflrm@tﬁon guarantees the HCP identity, with voice message, text, or emaﬂ valldatlon
Qe Kb\>o
%’ Aﬁ%oc documents crafted to fit HCP needs with static or interactive tf—fmplates
‘19

Q)é

t/ All signed documents automatically copied to the Iegal/comn#é”nce departments
&
O

AN
O

\S
S

Multi-language/Multi-country capabilities, including: §panlsh English, French, Italian, German, Polish,
Portuguese, Dutch and Czech

B [
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Data privacy, consent collectlaﬁ and management challenges
solved &

Case Study °

How was it addressed?

 Strategic multi-channel marketing campalgn§cfor consent

What was the need?

 Undocumented consent to commwéﬁ?cate

« Complex IT infrastructure W|th gfarlous types of consent * Online platform that manages all consent@ypes
* Unable to quickly determme@lf consent was provided or  Bi-directional integration with the custqhwer master

guarantee personal data:hghts as required by GDPR - External facing portal allows HCPSoto give/modify/revoke

Qo@ consent §°
& >
N Oé
What was the outcome?
)

. Consentfate of 43% for targeted HCPs with trained call » Adaptability to futugé prlvacy and consent regulations

center staff, consistently yielding the best results « How to be audlig?eady with a time-stamped digital audit
« GDPR compliance trail v\\‘\
» Fed consent status throughout the IT network = ((0&(0

Unimpeded sales & marketing efforts &
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How to get started &

N4

~<\O
2. Establish Baseline
Cg)ti%ction Requirements

4. Deployment Strategy

1. Establish Guidelines— &
Are you solving ~
Transparency or HCP/O ©
Spend Automation or gdfh?

o
@"’é\g
Ni
©
s
3. Assessment in Eaclg@‘(\' 5. Get To Work (Systems, Change
Region / Global Gr%trp Management, Training, etc.)
@"’6
i
©
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Sample of a cross reglonal ghgagement initiative

HCP/O
Payment&
m L Y 2 s 6;?;;?54

Region/Country Asls o |ZI As Is |Z[ o Q@ |Z[ |Z[ N/A ¥

1 2

@ :
@ &
. & &
Region/Country Asls O | As s \&IS As I M alS
2 ® S
<& \0 N
QO‘ \\ S(\o
Reglon/:sCountry @é\ |ZI |ZI M |ZI TBD |Zl &\oﬁ\\o 5
@Qp 06°0
@ 3
6 v
QP &
Vv &
&2
<
&
O
?\\
&
&
&
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Deployment strategies — be@sfpractices

)
<&
. 5
Fixed Duration Pilot »°

* Region, Transacgjﬁ‘?\ Type, Expedited SDLC, Key Stakeholders, Rapid Prototyping

>
.\\\@

[ 6@@"’6 Q&c‘>{\‘\Q

% Allows for B\egof of Concept &
I— \\(\Q {\QQ
¥ o

- 'eqoﬂ ((o‘\) soo

E Reé\qﬁirements Tend to Change During Long Projects Anyway &0&(\

I— %)

«*‘ﬁ Q‘obo
Ke SQ-"’
‘ 8/;% Consider Cross-Border and Other Global Groups First &é"’

?\
‘Q Implement Foundational Technology (MDM, ERP, CRM,((OQI“E.)
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Key takeaways o

Many companies overlook th‘é end-to-end
HCP/O engagement progé?ss

<2~"’Q

06,
Building a robus@%éngagement process
can unlock b@ness value and improve

relatlonsth§ with HCP/Os
<
~Q

Corls?der establishing a cross
fgﬁ%tional Global Engagement team

S
N
»

Ensure you are not forgetting
foundational HCP processes, such as
FMV

Build data privacy requirements into
systems from day one, even if you see

no additional business benefit

\S’P

Don’t overcomplicate — focﬁs on gaps and
phased roll-outs, don't st to build it all day-

one o‘
O\®
O

.oo"‘\é
Don’t underec§ﬁ?nate change management
aspects Q@‘

Make sure to coordinate with
«gmstlng/pendmg compliance programs
(ABAC/FCPA, transparency)

@
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Disclaimer IS

<
The analyses, their interpretation, and relatedﬂ%formatlon contained herein are made and provided subject to the
assumptions, methodologies, caveats, an@ovarlables described in this report and are based on third party sources and data
reasonably believed to be reliable. No wférranty is made as to the completeness or accuracy of such third party sources or

data. Q@Q D
\.

As with any attempt to estimate fy‘fure events, the forecasts, projections, conclusions, and other mformatlon mcluded herein

are subject to certain risks ang,*ﬁncertalntles and are not to be considered guarantees of any particular oyt’come
) il
All reproduction rights, qu@}atlons broadcasting, publications reserved. No part of this presentation rt;éy be reproduced or

transmitted in any formoe'?\ by any means, electronic or mechanical, including photocopy, recording«® O any information

storage and retrlevaLeSystem without express written consent of IQVIA. (\\(‘
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